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DOSTĘPNE TERMINY

2026-03-04  |  1 dzień  |  Kraków / Wirtualna sala
2026-03-04  |  1 dzień  |  Virtual Classroom
2026-03-04  |  1 dzień  |  Virtual Classroom
2026-04-01  |  1 dzień  |  Virtual Classroom
2026-04-01  |  1 dzień  |  Virtual Classroom
2026-04-01  |  1 dzień  |  Warszawa / Wirtualna sala
2026-05-06  |  1 dzień  |  Kraków / Wirtualna sala
2026-05-06  |  1 dzień  |  Virtual Classroom
2026-05-06  |  1 dzień  |  Virtual Classroom
2026-06-03  |  1 dzień  |  Virtual Classroom
2026-06-03  |  1 dzień  |  Virtual Classroom
2026-06-03  |  1 dzień  |  Warszawa / Wirtualna sala

Cel szkolenia:

W tym szkoleniu nauczysz się wdrażać, konfigurować i zabezpieczać FortiAnalyzer. Poznasz również
sposób rejestracji i zarządzania urządzeniami, konfiguracji i obsługi wysokiej dostępności (HA) oraz
zarządzania kwotami dyskowymi. Na koniec zapoznasz się z podstawami zarządzania logami i
raportowaniem w FortiAnalyzerze.

 

Cele

Po ukończeniu tego kursu będziesz w stanie:

Podstawy systemu i logowania
Opisać cel działania FortiAnalyzea
Opisać tryby pracy FortiAnalyzera
Opisać logowanie w środowisku Fortinet Security Fabric
Opisać działanie FortiAnalyzer Fabric
Opisać workflow plików logów

Administracja i dostęp
Zarządzać domenami administracyjnymi (ADOM)
Konfigurować ustawienia sieciowe
Konfigurować bezpieczny dostęp administracyjny

https://www.compendium.pl/szkolenie/6132/szkolenie-autoryzowane-fortinet-fortianalyzer-administrator
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Uwierzytelniać administratorów z użyciem zewnętrznych serwerów
Konfigurować uwierzytelnianie dwuskładnikowe
Monitorować zdarzenia administracyjne

Zarządzanie urządzeniami i systemem
Rejestrować i zarządzać urządzeniami
Wykonać kopię zapasową konfiguracji systemu
Monitorować użycie dysku
Włączać i tworzyć ADOM-y
Opisać konektory Fabric

Zarządzanie logami i raportowaniem
Konfigurować redundancję logów i szyfrowanie
Konfigurować rotację logów i zasady retencji
Zarządzać raportami
Analizować dane logów
Konfigurować i utrzymywać klastery wysokiej dostępności (HA)
Przygotować aktualizację firmware’u
Wykonywać zadania konserwacyjne systemu
Wykonywać kopie zapasowe logów

 

Grupa docelowa

Szkolenie jest przeznaczone dla specjalistów ds. bezpieczeństwa zaangażowanych we wdrażanie,
administrację, utrzymanie i rozwiązywanie problemów z urządzeniami FortiAnalyzer.

Plan szkolenia:

Wprowadzenie i konfiguracja początkowa
Administracja i zarządzanie
ADOM-y i wysoka dostępność (HA)
Zarządzanie urządzeniami
Zarządzanie logami i raportami

Wymagania:

Uczestnik musi znać zagadnienia omawiane na szkoleniu FortiOS Administrator/FortiGate
Administrator lub posiadać równoważne doświadczenie.
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Poziom trudności

Certyfikaty:

Uczestnicy szkolenia otrzymują certyfikat ukończenia szkolenia sygnowany przez Fortinet (ukończenie
szkolenia).

Kurs ten nie jest częścią programu certyfikacyjnego Fortinet.

Prowadzący:

Fortinet Certified Trainer (FCT)

Informacje dodatkowe:

Realizacja tego szkolenia uprawnia do zdobycia kredytów CPE (Continuing Professional Education)
ISC2

CPE training hours: 4
CPE lab hours: 3
CISSP domains: Security Operations
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